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ABSTRACT New regulations worldwide are increasingly pressing organisations to review how they collect
and process personal data to ensure the protection of individual privacy rights. This organisational trans-
formation involves implementing several privacy practices (e.g., privacy policies, governance frameworks,
and privacy-by-design methods) across multiple departments. The literature points to a strong influence of
the organisations’ culture and climate in implementing such privacy practices, depending on how leaders
and employees perceive and address privacy concerns. However, this new hybrid topic referred to as
Organisational Privacy Culture and Climate (OPCC), remains poorly demarcated and weakly defined.
In this paper, we report a Scoping Review (ScR) on the topic of OPCC to systematically identify and map
studies, contributing with a synthesis of the existing work, distinguishing core and adjacent publications,
research gaps, and pathways of future research. This ScR includes 36 studies categorised according to their
demographics, research types, contribution types, research designs, proposed definitions, and conceptual-
isations. Also, 18 studies categorised as primary research were critically appraised, assessing the studies’
methodological quality and credibility of the evidence. Although published research has significantly
advanced the topic of OPCC, more research is still needed. Our findings show that the topic is still in its
embryonic stage. The theory behind OPCC has not yet been fully articulated, even though some definitions
have been independently proposed. Only one measuring instrument for privacy culture was identified, but
it needs to be further developed in terms of identifying and analysing its factors, and evaluating its validity
and reliability. Initiatives of future research in OPCC will require interdisciplinary research efforts and close
cooperation with industry to further propose and rigorously evaluate instruments. Only then OPCC would
be considered an evidence-based research topic that can be reliably used to evaluate, measure, and embed
privacy in organisations.

INDEX TERMS Privacy, data protection, organisational culture, organisational climate, privacy culture,
privacy climate, reviews.

I. INTRODUCTION
In recent years, several countries and jurisdictions have
enacted privacy and data protection regulations, e.g., the
European General Data Protection Regulation (GDPR) [1],
the California Consumer Privacy Act (CCPA) [2], the
Brazilian General Data Protection Law (LGPD) [3], and the
ChineseData Privacy Framework, includingChina’s Personal
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Information Privacy Law (PIPL) [4]. Considering the GDPR
(Article 83) [1], non-compliance can lead to fines of up to
20 million euros or up to 4% of a company’s worldwide
annual turnover, whichever is higher. Studies also indicate
an increasing number of fines based on the GDPR since
its publication [5], [6], with the largest fine imposed by
the Luxembourg’s Data Protection Authority against Ama-
zon (746 million euros) in July 2021 [7]. This scenario has
forced many organisations to adapt and implement new pri-
vacy practices to achieve regulatory compliance and, most
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importantly, to respect people’s privacy when developing and
applying new technology [3], [8], [9].

Here, we refer to privacy practices as a wide range
of technical and organisational privacy controls inside the
company. For instance, writing privacy policies, appoint-
ing data protection officers, performing privacy impact
assessments, or adopting privacy-by-design methodologies.
However, recent research proposes that the adoption of such
privacy practices is strongly influenced by an organisation’s
culture and climate and how employees perceive and address
privacy concerns in working systems [10]–[12]. These studies
also stress the role of leaders and senior management in
setting a culture of privacy in organisations [11]–[13]. There-
fore, apart from the mere knowledge of privacy practices,
organisations have also to tackle the challenge of creating a
conducive environment that values and fosters information
privacy across all departments involved with the collection
and processing of personal data. This, in turn, also influ-
ences the adoption of organisation-wide privacy governance
strategies and the successful implementation of a myriad of
required privacy practices.

Given that, researchers are starting to use terms such as
information protection culture [10], organisational privacy
climate [11], [12], and organisational privacy culture [13]
to refer to this hybrid emerging topic between areas of
(a) Organisational Culture and Climate and (b) Information
Privacy. However, the theory behind Organisational Privacy
Culture and Climate (OPCC) remains poorly demarcated,
pointing to a significant research gap for both scholars and
practitioners. The topic still lacks established definitions, let
alone rigorously validated instruments to assess and measure
privacy-related factors in organisations reliably. Furthermore,
the emerging evidence on OPCC has not yet been systemat-
ically assessed to examine the extent, range, and nature of
available research, which would constitute the initial step in
research development. Therefore, there is an urgent need to
first map and summarise the existing work on the topic of
OPCC, helping to inform future research efforts that can later
ground evidence-based practices.

In this paper, our objective is to carry out a Scoping Review
(ScR) [14] on the topic of OPCC to identify, map, and syn-
thesise existing work. As an overarching research question,
we ask: What is ‘‘this thing’’ called Organisational Privacy
Culture and Climate? (a question that we further elaborate
on in Section III-A2). We followed the Preferred Reporting
Items for Systematic Review and Meta-Analysis (PRISMA)
as our methodology. Specifically, the PRISMA extension for
Scoping Reviews (PRISMA-ScR) [15].

A total of 36 studies were systematically selected and
classified according to various demographics, e.g., types of
research, contributions, authors and affiliations, and publi-
cation venues. The main definitions and conceptualisations
for OPCC are identified and discussed. We propose separat-
ing studies into two main groups, (1) adjacent/motivational
research and (2) core research in the area. We also
present a critical appraisal of the existing primary research

(quantitative and qualitative) and discuss the current strength
of evidence in the topic.

As a result, this work contributes by synthesising the
body of knowledge on OPCC. This ScR offers academics a
comprehensive overview, identifies main research gaps, and
presents pathways for future research. It also informs practi-
tioners (e.g., psychologists, leaders, and software profession-
als) about the current state-of-the-art on OPCC, emphasising
that the topic ought to be fostered in organisations but still
approached carefully due to the lack of scientific evidence.
Overall, yet promising, the topic of OPCC is still at its embry-
onic stage. Therefore, a joint effort from multiple disciplines
(e.g., computer science, organisational psychology, manage-
ment, and law) is still warranted for building the theory and
practical instruments on the topic. This and other research
gaps are further examined in this paper.

II. LITERATURE REVIEW
A. INFORMATION SECURITY IS NOT INFORMATION
PRIVACY
Althoughmany researchers have used the term privacy within
the scope of security, or even interchangeably, it is crucial to
understand the differences. According to National Institute of
Standards and Technology (NIST) guidelines [16], the term
‘‘information security’’ refers to the protection of information
and information systems from unauthorised access, use, dis-
closure, disruption, modification, or destruction in order to
provide confidentiality, integrity, and availability. The con-
cepts of confidentiality, integrity, and availability (CIA) are
also defined by [16]:

• The term ‘‘confidentiality’’ means preserving autho-
rised restrictions on access and disclosure, including
means for protecting personal privacy and proprietary
information.

• The term ‘‘integrity’’ means guarding against improper
information modification or destruction, and includes
ensuring information non-repudiation and authenticity.

• The term ‘‘availability’’ means ensuring timely and reli-
able access to and use of information.

Although these definitions point to an overlap between infor-
mation security and information privacy, particularly on the
confidentiality of personal data, there are still fundamental
differences.

Privacy as a broad concept concerns to the rights and
freedoms of natural persons and their data rather than just
protecting information systems. Privacy can be framed as a
fundamental human right, both in terms of physical privacy
and ‘‘information privacy’’ [17]. In this work, we are particu-
larly interested in the latter, i.e., in the context of organisations
processing personal data in working systems. Although there
is no absolute agreement on the definition of privacy, in this
paper, we consider the proposition ofWestin and Solove [18]:
‘‘Privacy is the claim of individuals, groups or institutions
to determine for themselves when, how and to what extent
information about them is communicated to others’’ [18].
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Privacy is, therefore, subjected to the individuals’ claims,
self-determination, and choices in regards to their data.

Moreover, various laws and regulations add other con-
cepts to the umbrella term of privacy. For instance, the
GDPR [1], covering principles such as lawfulness, consent,
purpose binding, data minimisation, and transparency which
are disjointed or have little overlap with information security.
Another example is the complement of the CIA triad with
the three additional privacy protection goals of unlinkability,
transparency and intervenability, as proposed in [9], [19]:
• The term ‘‘unlinkability’’ refers to separating data and
processes, meaning that processes must be operated in
such a way that the personal data are unlinkable to any
other set of personal data outside of the domain.

• The term ‘‘transparency’’ refers to adequately and
clearly describing the personal data processing activities
so that the collection, processing and use of the informa-
tion can be understood and reconstructed at any time.

• The term ‘‘intervenability’’ refers to the data subjects’
ability to interfere with personal data that has been col-
lected or is being processed.

Hence, it should be clear that whilst information privacy
is protected through information security measures, pri-
vacy cannot be satisfied solely on the basis of managing
security [20].

Apart from information security, the term ‘‘information
protection’’ is also used, sometimes to refer specifically to
information privacy. Even well-known privacy laws, such
as the GDPR [1], use the term ‘‘data protection’’ in their
titles, possibly encouraging researchers to use this narrower
term instead of information privacy. However, as previously
explained, information privacy is more than just protecting
personal information.

B. PRIVACY AND ORGANISATIONS
Recent national privacy and data protection legislations
have put new requirements on organisations. Especially the
GDPR [1] had a major impact on privacy policies and rou-
tines for organisations in the EU but also for non-European
organisations that according to Art. 3 GDPR have also to
comply with the GDPR if they offer goods or services to data
subjects in the EU or monitor the behaviour of users in the
EU.Moreover, personal data transfer is in general restricted to
third countries outside the EU that have an adequate level of
data protection (Art 45). Meeting this adequacy principle of
the GDPR for enabling data exchanges with European organ-
isations has also motivated several non-European countries to
revise or enact national data protection legislation that largely
complies with GDPR principles. Due to the strong power
that the GDPR has worldwide, we focus in this section on
discussing the impact of the GDPR on organisations.

The GDPR mandates requirements for several data protec-
tion measures that organisations must implement. For this,
a risk-based approach needs to be taken by the organisations
tailoring data protectionmeasures to the respective risks. This
means that data controllers and processors have to implement

protective measures that are appropriate, corresponding to the
risk levels of their data processing activities. Several obliga-
tions, such as the obligation to implement an adequate level of
data security or obligations for enforcing data subject’s rights
for data access, correction or deletion, were already part of the
previous EU Data Protection Directive that was replaced by
the GDPR. Specific new responsibilities that the GDPR has
introduced include [1]:
• The Data Protection by Design and Default princi-
ple of Art. 25 GDPR: According to this principle, the
data controllers are particularly required to implement
appropriate technical and organisational measures, at the
earliest stages of the design of the processing operations,
in such a way that safeguards privacy and data protection
principles right from the start.

• Data Breach notification according to Art. 33 and 34:
If a data breach occurs, and it is likely that the breach
poses a risk to an individual’s rights and freedoms, the
data controller has to notify the supervisory authority
without undue delay, and at the latest within 72 hours
after having become aware of the breach. If the data
breach poses a high risk to the data subjects affected then
they should all also be informed.

• Pursuant to Art 35, a Data Protection Impact Assess-
ment (DPIA) is required in case that the processing is
likely to result in a high risk to the rights and freedoms
of the data subjects. This includes cases of systematic or
extensive user profiling, processing of sensitive data on
a large scale, or in the case of a systematic monitoring
of public areas on a large scale.

• The obligation to respond to extended data subject con-
trols and rights including the right to easily withdraw
consent at any time (Art. 7), the right to be forgotten
(Art. 17), or the right to data portability (Art. 20).

Art. 83 that allows the Supervisory Authority to impose
administrative fines for infringement of the GDPR, has been
a strong motivating factor for many organisations to strive for
GDPR compliance. While with the earlier EU Data Protec-
tion Directive, fines were low and thus often not deterring
non-compliance on purpose or by negligence, this situation is
different with the GDPR that introduces fines that can really
‘‘hurt’’ an organisation, with possible fines of up to 4% of the
global turnover or 20 million euros.

Especially the new obligations that were imposed by the
GDPR in combination with the threat of high fines in cases of
non-compliance, have urged organisations to implement new
guidelines, routines and procedures for impacting relevant
stakeholders in organisations to consider and think in terms of
data protection by design and default, for implementing new
effective procedures for rapid privacy breach handling and
reporting, for conducting DPIAs, for consent management
and effective (automated) handling of data subject rights
request.

All these measures impose required changes in organisa-
tions, as addressed by several papers that are part of our
scoping review, which will be further discussed in this paper.
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In particular, the links between information privacy in relation
to organisational culture and climate, and how it influences
that ways that leaders and employees perceive and deal with
privacy concerns.

C. ORGANISATIONAL CLIMATE AND CULTURE
Organisational climate and organisational culture are two
important constructs for defining the way people per-
ceive, experience and describe their work settings [21]–[23].
Research on organisational climate can be traced back to the
1960s and 1970s, while the interest in organisational culture
spread in the 1980s.

Organisational climate can be defined as ‘‘the shared per-
ceptions of the meaning attached to the policies, practices,
and procedures employees experience and the behaviors
they observe getting rewarded and that are supported and
expected’’ [23] (p. 362). Earlier research on organisational
climate operationalised it as a broad construct (i.e., the whole
organisational functioning). More recently, there has been
growing interest in an organisational climate with a spe-
cific focus. Examples include customer service climate [24],
safety climate [25], initiative climate [26], learning cli-
mate [27], information security climate [28], and privacy
climate [11].

Measures of climate with a specific focus on organisa-
tions have yielded better results than general climate metrics
because they focus first on the outcome to be predicted and
then proceed to the development of specific climate items.
In doing so, it is possible to measure not only the specific
climate but also its antecedents, consequences and potential
moderators [23]. Besides, robust studies on a specific climate
(i.e., privacy climate) could predict relevant organisational
outcomes such as compliance with privacy regulations, ensur-
ing transparency, avoiding data breaches, or empowering the
data subjects to exercise their various privacy rights.

Organisational culture, on the other hand, has its con-
ceptual and methodological basis in anthropology and was
largely embraced by areas such as organisational studies
and organisational psychology. In the early eighties, Smir-
cich [29] distinguished competing definitional approaches
to organisational culture as something an organisation has
versus something an organisation is. Studies following the
first approach (organisations have cultures) tend to describe
what would be an effective organisational culture and how it
could bemanaged in order that organisations succeed. Studies
based on the second approach (organisations are cultures)
focus on how organisational members develop shared mean-
ings and basic assumptions about the organisation they work.
This dilemma persists in today’s studies on organisational
culture.

Notwithstanding the lack of consensus if organisational
culture is something an organisation has or something an
organisation is, organisational culturemay be broadly defined
‘‘as the shared basic assumptions, values, and beliefs that
characterize a setting and are taught to newcomers as the
proper way to think and feel, communicated by the myths and

stories people tell about how the organization came to be
the way it is as it solved problems associated with external
adaptation and internal integration’’ [23] (p. 362).

The three most prevalent themes in the research on
organisational culture focus on (1) leadership, (2) the rela-
tion between national culture and organisational culture,
and (3) organisational culture as a moderator variable [23]
(p. 362). Regarding the studies on leadership, the most
prominent author is Schein [30] with his contributions on
how organisational founders and leaders embed their values
through multiple primary (i.e., resource allocation, reward-
ing systems and status, selection and promotion strategies)
and secondary mechanisms (i.e., organisational systems,
procedures, design and structure, rites and rituals, sto-
ries, organisational philosophy, creeds, and charters) in the
organisation. The notion that organisational culture mani-
fests itself in artefacts, espoused beliefs and values, and
basic assumptions taken for granted is widely accepted and
derived from Schein’s approach. The second theme focuses
on understanding how and to what extent national culture
shapes organisations located in the respective nation, being
Hofstede [31] its most influential scholar. Hofstede [32]
developed a model of six dimensions of national cul-
tures: power distance, uncertainty avoidance, individu-
alism/collectivism, masculinity/femininity, long/short term
orientation, and indulgence/restraint that influence the culture
of organisations located in it. Recent studies on this theme
compare the relationship between organisational culture and
organisational effectiveness (i.e., Hartnell et al. [33]). The
third most prevalent theme treats organisational culture as
a moderator of the relationship between other constructs.
An example of this theme is the study of Erdogan et al. [34]
which found out that different dimensions of organisational
culture strengthened or weakened the relationship between
interactional justice and leader-member exchange in a sample
of teachers from high schools in Turkey. Nonetheless, some
studies also approach the topic differently, aiming to deter-
mine the association between explanatory factors of organisa-
tional culture and their correlations to performance variables.
For instance, the work of [35] shows that organisational cul-
ture has a significant impact on employee’s job performance,
with employees’ participation as the most critical factor for
achieving organisational goals of software houses in Pakistan.
Similarly, the study of Shahzad et al. [36] shows that organ-
isational innovation performance is backed and affected by
organisational culture, suggesting that factors such as flex-
ibility/support to change and organisational climate have a
comparable significant influence on creativity and innovation
performance.

Organisational culture is associated with continuity since it
embeds shared norms and values in the minds of workers as
‘‘a pattern of recipes for handling situations, then very often
with time and routine they become tacit and taken for granted
and form the schemas which drive action’’ [37] (p. 559).
Organisational culture is understood as a broad construct,
with general dimensions, comprising the whole organisation;
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however, growing research has addressed what can be called
specific components of organisational culture, such as secu-
rity culture [38]. The focus on specific components of organi-
sational culture brings the pragmatic possibility of integrating
research on organisational culture and organisational climate.

For instance, a set of shared values, beliefs and assump-
tions concerning information privacy in an organisation
(information privacy culture) can be compared with the
shared perceptions and meanings employees attach to the
policies, practices and procedures related to information pri-
vacy in the organisation (information privacy climate). In the-
oretical terms, one might expect an alignment between the
information privacy culture and the information privacy cli-
mate so that positive outcomes regarding information privacy
could be accomplished.

D. EXISTING SURVEYS AND SYSTEMATIC REVIEW
In this section, we review the identified survey-based studies
that are closely related to the topics of privacy and organisa-
tional culture. Moreover, we justify the scope and contribu-
tions of the proposed ScR based on a systematic comparison
of the existing survey-based studies in Table 1. As follows,
we present the existing surveys, discuss their main findings,
and highlight their limitations.

The work of [39] performed a comprehensive literature
review to identify the variables that influence the culti-
vation of a security culture in organisations. In summary,
they propose five potential variables: (1) information secu-
rity behaviour; (2) top management support; (3) security
education & awareness; (4) information security policy;
and (5) information security acceptance. Based on that, the
authors propose a conceptual framework for modelling infor-
mation security culture, highlighting the importance of vari-
ables and their inter-relationships, as well as the relationship
with other theories, such as Hofstede [44] national culture
dimensions and Schein [45] organisational culture levels.
Although this work does not explicitly address informa-
tion privacy, the identified variables are potentially similar.
The links to the existing theories on national cultures and
organisational culture are also plausible in the context of
information privacy. However, since information security and
information privacy are not the same, further research is
needed to validate such assumptions.

In [40], the authors performed a literature review to identify
security and privacy issues in big data systems, aiming to cat-
egorise the issues into a classification framework. This study
highlights that security and privacy issues fall under three
distinct contexts: technological, organisational, and environ-
mental. Although this study focuses on big data systems, the
classification framework is likely relevant to other types of
applications. However, the authors do not further elaborate on
organisational culture per se. Instead, they just suggest that it
influences the security and privacy issues, e.g., depending on
the company’s security culture, learning culture, competen-
cies, and management support.

Another similar work is the literature review of [41] that
identifies conceptual themes to foster information security
policy compliance among employees. Based on 67 studies,
the authors propose four overarching themes for information
systems security [41]: (1) implementing different philoso-
phies of countermeasures (i.e., deterrence and development);
(2) applying procedural countermeasures; (3) applying tech-
nical countermeasures; and, (4) enhancing environmental
countermeasures. Here we see some similarities to the work
of [40], which also emphasises the technological, organisa-
tional and environmental contexts. This work, however, does
not address key concepts such as information privacy and
organisational culture in their paper and limits the scope to
information security.

The work of [42] explores the organisational culture of
healthcare institutions with regards to information security.
This literature review organises the topic in four main com-
ponents of information security programs: (1) technical con-
trols; (2) management process controls, e.g., policies and
sanctions designed to change user behaviour; (3) training
programs; and (4) governance programs. The author argues
that healthcare organisations should focus and improve prac-
tices on such fronts to protect personal health data and sup-
port continued operations of critical business functions. This
work also borrows from Deal and Kennedy [46] definitions
for the key characteristics of corporate cultures, such as
shared values, heroes in the organisations, rituals and cere-
monies, and cultural social networks. However, this research
mainly focuses on information security, indirectly addressing
privacy.

The work of [43] is the only systematic review identified
that focuses on the attempts of organisations to maintain pri-
vacy and security while undertaking digital transformation.
This work also stresses that the perceptions of multiple stake-
holders will impact the adoption of new technologies and
how privacy and security are maintained. Apart from purely
technical measures, the authors emphasise that organisational
culture, organisational structure, HR practices, privacy and
security policies, and senior leaders’ commitment and IT
leadership are essential for maintaining privacy and security
that support digital transformation [43]. Even though the
authors in this study account for privacy and security as
complementary concepts, the authors only mention the aspect
of organisational culture as a key component without further
exploring it.

The main topic of this ScR (i.e., OPCC), remains
largely unaddressed by the existing surveys and systematic
reviews. Most studies focus on information security culture
[39], [41], [42]. Although these studies’ findings are rele-
vant to this ScR, it is critical to differentiate between infor-
mation security and information privacy (as explained in
Section II-A). An ‘‘information security culture’’ can con-
tribute to creating a privacy culture inside organisations, but
only in a complementary manner. Similarly, any instruments
for measuring information security culture and climate also
need to be re-considered and re-validated to include privacy
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TABLE 1. Summary of existing surveys and systematic review.

factors. Besides, existing research that addresses privacy is
rather specific in scope (i.e., focus on digital transforma-
tion [43], or big data [40]), and they only indirectly point to
the importance of organisational culture for maintaining pri-
vacy. Overall, the topic of OPCC remains poorly demarcated
despite its presumed strong influence in the privacy practices
of the software industry [11], [13].

III. METHODOLOGY
This paper performs a Scoping Review (ScR), which is a
review methodology that can be used to map key concepts
underpinning a research area, clarify working definitions, and
understand the conceptual boundaries of a topic [14]. Accord-
ing to [47], the most common reasons for conducting an ScR
are to explore the breadth or extent of the literature, to map
and summarise the evidence, and inform future research.
These reasons also provided the basis for us to employ the
ScR methodology on the OPCC topic, given its emerging
characteristics as a research area. As mentioned, this research
follows the methodology proposed in the PRISMA, consider-
ing the extension for Scoping Reviews (PRISMA-ScR) [15].
For the ScR protocol, specifically, we also followed the
PRISMA-P checklist [48] to ensure the completeness and
transparency of the review process. Figure 1 presents an
overview of this study’s methodology, further described in the
following subsections.

A. PHASE I - PLANNING THE SCR
As shown in Figure 1, Phase I of the ScR consists of first
identifying the need for such a study and looking for existing
reviews that may have already covered the topic. Once the
need for the ScR is justified, the second step pertains to
defining the Research Questions that will guide the entire
study. Based on the research questions, the ScR Protocol is
formulated by specifying all the methodology for the ScR.
The ScR Protocol must also be piloted and refined by the
research team before conducting the study. These three steps
of Phase I are detailed as follows.

1) IDENTIFYING THE NEED FOR THE REVIEW
Before starting this ScR, the authors searched for exist-
ing reviews on the topic. A few databases (i.e., Google
Scholar, Scopus, IEEE Xplore, ACM Digital Library and
Web of Science) were searched using the keywords: rev-
iew,organi*ational culture,organi*ational
climate, and privacy. This preliminary search reassured
us that there were no existing systematic reviews on the topic
in the searched databases. None of the retrieved literature (in.
Section II-D, Table 1) was related to the outlined research
questions in Section III-A2, motivating the need for this ScR.

2) RESEARCH QUESTIONS
This ScR aims to explore the extent of the literature topic,
map and summarise the evidence, and provide a framework
to position new research activities appropriately. To this end,
we defined three specific Research Questions (RQs):
• RQ1.1: What is the nature of the evidence on OPCC?
Objective: To understand the types of published
research (e.g., journal or conference papers), types of
research designs (e.g., quantitative or qualitative), types
of contributions (e.g., models, guidelines), prominent
authors, and publications venues.

• RQ1.2: What is known about the concept of OPCC?
Objective: To identify the existing definitions and con-
ceptualisations (or the lack thereof) on the topic in the
published research.

• RQ1.3: What is the state of existing primary research
studies on OPCC? Objective: To further examine and
critically appraise existing primary research, and iden-
tify the studies (or the lack thereof) that have proposed
valid and reliable models for measuring OPCC.

3) WRITING THE SCR PROTOCOL
As a last step of the planning phase, a detailed version of the
ScR protocol was written, and then discussed, piloted and
refined by the authors prior to conducting the review. This
ScR protocol describes in detail all the phases and steps of the
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FIGURE 1. Overview of the Scoping Review methodology.

methodology, as shown in Figure 1. The ScR protocol [49]
and replication package were made available in an online
repository [50]. Hence, the full details are not provided in this
paper.

B. PHASE II - CONDUCTING THE SCR
Once the ScR Protocol was finalised, the research team
started the study per se. It is noteworthy, however, that if
there were a need to change any aspects of the planning, the
team would continually discuss and update the ScR protocol
accordingly. As shown in Figure 1, the first step in Phase II
refers to the systematic search of pre-specified databases. The
eligibility criteria based on the RQs were also defined in the
ScR Protocol. The second step, the selection of studies, is per-
formed by the research team using these selection criteria to
analyse all the studies retrieved from the various databases.
The third step refers to the systematic extraction of data from
the studies, taking place during the reviewers’ full reading of
the selected studies. All steps of Phase II are further explained
as follows.

1) INFORMATION SOURCES AND SEARCH PROCESS
We searched four bibliographic and full-text databases:
Scopus, Web of Science, IEEE Xplore, and ACM Digital
Library. The databases Scopus andWeb Science were chosen
for their sizes and broad range of journals in multiple fields.
Adding to that, we also chose the databases IEEE Xplore and
ACM Digital Library for their relevancy in the areas of com-
puter science and engineering. All databases were searched
on the 16/Sep/2021 without setting any other restrictions
(e.g., year limits, publication types, etc.). A structured search
strategy was used based on keywords that reflect the RQs of
this ScR, which included the terms: organisational culture,
organisational climate, organisational values, and privacy.
Hence, the following general search string was structured:

((‘‘organi*ational culture’’ OR
‘‘organi*ational climate’’ OR
‘‘organi*ational values’’) AND privacy)

We also performed backward snowballing searches
(screening references cited in included studies) and forward
snowballing searches (exploring studies that cite included
studies using Google Scholar). In addition, we searched for
relevant grey literature (e.g., unpublished works, reports,
website information, journal articles) using the OpenGrey
System for Information on Grey Literature in Europe. These
searches using OpenGrey were done on 20/Oct/2021.

2) ELIGIBILITY CRITERIA
The selection of studies included in the review followed the
general inclusion criteria of publications relating to both,
(1) organisational culture, climate or values, in connection
with (2) privacy and data protection. By organisations, the
most diverse contexts and environments can be considered
(e.g., companies, government agencies, non-profit organisa-
tions, etc.). The term privacy relates to ‘‘privacy of infor-
mation’’ and ‘‘data protection’’ when organisations collect
and process personal data of individuals (for example, system
users, employees, civilians, etc.). Besides, various types of
publications were considered, e.g., primary research papers,
literature reviews, opinion papers, experience papers, and etc.

This review also established the following exclusion crite-
ria: a) studies that focus on ‘‘organisational culture, climate
or values’’ only for ‘‘information security’’; b) studies that
only address the key terms in isolation; c) studies published in
foreign languages which the authors are not fluent (i.e., other
than English, Spanish, Portuguese, German). We acknowl-
edge that many publications addressed the topic of ‘‘Infor-
mation Security Culture’’ in the context of Organisational
Culture. In this study, however, we focus on Privacy rather
than Security since the former has broader and independent
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dimensions (as discussed in Section II-A). We also disre-
garded papers that only propose security or privacy theories,
methods, tools or techniques, without addressing ‘‘organ-
isational culture, climate, or values’’; papers on people’s
or users’ privacy that do not address ‘‘organisational pri-
vacy’’; and, papers that address privacy culture in populations
(e.g., a country’s culture) without addressing ‘‘organisational
culture, climate or values’’.

3) SELECTION OF STUDIES
The search results were exported from each database and
imported into RAYYAN software (www.rayyan.ai), which is
a collaborative web-tool for systematic reviews that supports
researchers in the screening process. RAYYAN automatically
aggregates all the search results and flags duplicated entries
facilitating their removal by the reviewers. The study selec-
tion phase was carried out by two independent reviewers
(R1, R2). Before starting the selection, a calibration exercise
was performed by the reviewers to ensure a common under-
standing and minimise any doubts on the eligibility criteria,
defined in Section III-B2.
The selection of studies was systematised in two steps:

Step 1) reading of titles and abstracts; and, Step 2) full
reading of the studies. In Step 1, the reviewers used separate
RAYYAN accounts to analyse the entire list of retrieved
studies independently. Based on the eligibility criteria, the
reviewers decided whether to ‘‘exclude’’ a study from the
review or ‘‘include’’ it for further analysis in Step 2. In case
of disagreements between R1 and R2, the third reviewer (R3)
was called to establish the final decision. In Step 2, another
round of full-text readings resulted in the set of studies ini-
tially included in the review. After downloading the full-texts,
reviewers R1 and R2 read all papers to verify if they were
within the scope of the review, i.e., following the eligibility
criteria. If any reviewer deemed the study to be outside the
scope, the study was then further discussed by the group
together with R3 for a final decision.

4) DATA EXTRACTION AND DATA CHARTING PROCESSES
The researchers first created a template form for the data
extraction and charting process (available in the replica-
tion package [50]). The template form was then tested and
discussed by the group with a couple of the studies. This
pre-test enabled the resolution of conflicts between the
reviewers’ approaches for data extraction. Then, the relevant
data were extracted from each publication by R1 and inserted
in separate files. This data extraction step later facilitated
the data charting process. This process of reading, extracting
and charting data was carried out in an iterative fashion in
which researchers were able to continually critique, agree and
update the data extraction template form as needed. Finally,
to ensure accuracy, only direct quotes were extracted from
the studies. When needed, notes were added to justify the
study’s classifications made in the form. Various data items
were extracted in this process, e.g., bibliographic metadata,

publication type, contribution type, publication venues, main
definitions, summary of results, etc.

For the data items 2) types of research and 3) types of con-
tribution, we created a classification scheme based on existing
prior work. To classify the ‘‘types of research’’ we combined
categories proposed by Wieringa et al. [51] and Crewell and
Creswell [52]. The work of Wieringa et al. [51] proposes six
types of research that are relevant to the software engineering
area (i.e., validation research, evaluation research, solution
proposal, philosophical papers, opinion papers, experience
papers). In addition, the work of Creswell and Creswell [52]
helps us to better classifyPrimary Research according to their
quantitative, qualitative, and mixed methods research designs
(e.g., survey, experimental, grounded theory, ethnography,
case studies). We also added a new research type for Liter-
ature Reviews (secondary research), since the classification
in [51] accounts only for primary studies. Lastly, to classify
the types of contribution, we used the classification proposed
by Shaw [53] with the categories: model, theory, framework,
guideline, lessons learned, advice, and tool.

C. PHASE III - REPORTING THE SCR
As shown in Figure 1, Phase III comprised the main steps
that constituted the final report of findings. Starting with the
synthesis of results, this step combines all the data collected
from the studies into a coherent narrative, accompanied by
the various tables, charts, and classifications. Based on the
synthesis, we also identified the need to critically appraise
primary research identified in this ScR, consisting of an addi-
tional step in the reporting phase. Lastly, we report the results
and discuss the main findings as described in the remain-
der of this paper. These steps are detailed in the following
subsections.

1) SYNTHESIS OF RESULTS
The data charting process was designed to provide two sets of
structured data used to summarise the research results: quan-
titative data (e.g., year of publication, publications per author,
citations) and qualitative data (e.g., type of publication, type
of research, type of contribution). The synthesis of results was
performed by R1 via spreadsheet and text software (Excel,
Word), generating tables and figures, interpreting findings,
and providing a descriptive mapping of the body of knowl-
edge. Based on all the data, a whole coherent narrative was
written by the research team, i.e, conveying all the results, our
interpretation of the main findings, and the identification of
research gaps.

2) CRITICAL APPRAISAL OF PRIMARY RESEARCH
All the studies classified as Primary Research were
also further inspected by the reviewers. Two critical
appraisal tools provided by the Center for Evidence-Based
Management (CEBMa) were used to assess the method-
ological quality of the primary research studies: 1) Check-
list for Qualitative Studies [54]; and, 2) the Checklist
for Cross-Sectional Studies (Surveys) [55]. The evaluation
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process included a first calibration round and was subse-
quently conducted independently by R1 and R2. In case of
a disagreement, R1 and R2 re-read and discussed the study to
reach a consensus.

3) REPORTING RESULTS
As per Figure 1, this last phase of Reporting the Scoping
Review is detailed in the following Section IV. The results are
reported in line with the RQs (in Section III-A2), providing
summaries and findings. That is, the Synthesis of the Results
is presented in Sections IV-A and IV-B covering findings in
terms of research demography and existing conceptualisa-
tions. Also, theCritical Appraisal of Primary Research is pro-
vided in Section IV-C further examining the methodological
quality of primary research studies. As part of the reporting,
threats to validity are reviewed in Section VI, describing the
main limitations of this research.

IV. RESULTS
Figure 2 provides an overview of the selection process for this
scoping review. Initially, 610 studies were identified through
the search process, with 605 coming from the scientific
databases and five PhD theses from OpenGrey. These five
theses were screened by the authors and excluded as they did
not meet the selection criteria. All the other entries from the
scientific databases were imported into the Rayyan software.
The Rayyan system also automatically generates a list of
duplicated entries. The reviewers then examined this list and
removed the duplicationsmanually. A double-blind screening
process using Rayyan resulted in the identification of 33 rele-
vant studies. However, six studies were not accessible through
the researchers’ institutional libraries. In such cases, the cor-
responding authors were contacted, but we did not receive
any answers. After the screening process, 20 papers were
selected for this review. Using Google Scholar, we checked
for all the papers that cited the selected studies (i.e., forward
snowballing). This process revealed another nine studies that
the authors deemed relevant. While reading the full texts,
we further identified seven relevant studies mentioned and
referenced by other studies (i.e., backward snowballing).
In the end, a total of 36 studies were included in the scoping
review (see the list in Appendix VII).

A. THE NATURE OF EVIDENCE ON OPCC
In this section, we answer RQ1.1 that focuses on the nature
of evidence of studies on OPCC. This part of the analysis
is based on the data charting step, in which we classify the
studies under multiple demographic aspects. For example, the
frequency of publications, the types of research and contribu-
tions, prominent authors, countries, and publication venues.

1) FREQUENCY AND TYPES OF PUBLISHED RESEARCH
Figure 3 shows the frequency of research published in the
topic. More than 66% (n = 24) of the studies were published
in the past seven years (i.e., 2015-2021). The authors interpret
this trend as a growing academic interest in the intersection

of ‘‘Organisational Culture and Climate’’ and ‘‘Information
Privacy’’. This trend also follows the several privacy laws
enacted in the past years, such as the EU GDPR, US CCPA,
Brazilian LGPD, China’s PIPL. However, the total number of
research published remains small (i.e., only 36 studies), sug-
gesting that OPCC as a research area is still in its embryonic
stage.

The studies were also categorised according to their
research type, using the classification schemes proposed by
Wieringa et al. [51] and Creswell and Creswell [52]. Fig-
ure 4 shows the number of studies under each category.
For instance, the studies [56] and [10] fall into multiple
categories. These studies sketch a new way of looking at
existing things by structuring the field in form of a taxon-
omy or conceptual framework (i.e., Philosophical Papers)
and, more specifically, they propose new predictive models
(i.e., Solution Proposal). Furthermore, they evaluate the mod-
els through surveys with real subjects (i.e., Primary Research,
Evaluation Research) to validate the model and confirm or
reject the studies’ hypotheses. Notice that all the studies
in the category Primary Research are further categorised
using Creswell and Creswell [52] classification for research
designs (e.g., qualitative, quantitative, mixed methods) in
Section IV-C.
As shown in Figure 4, there is a higher prevalence of

Philosophical Papers in the area. Various authors attempt to
conceptualise and structure components in-between areas of
Organisational Culture and Climate and Information Privacy.
These studies are also mainly focused on Primary Research,
e.g., qualitative and quantitative research that includes sur-
veys, focus groups, questionnaires, and interviews. The topic
of OPCC draws heavily from social sciences, such as indus-
trial and organisational psychology. On the other hand, Infor-
mation Privacy is strongly linked to the areas of law and
computer science.

The studies were also categorised in terms of their contri-
bution types, using the classification proposed by Shaw [53],
as shown in Figure 5. Models related to various aspects of
organisational culture and privacy perceptions are relatively
common. For instance, the works of [57] and [58] offer
two distinct types of models. In [57], the authors propose a
multilevel model of information privacy concerns, illustrating
that privacy concerns ought to be analysed at multiple levels
(i.e., individuals, groups, organisations, government, soci-
ety). In contrast, the work of [58] offers a predictive model
to understand the drivers and impediments of ethical system
development concerning privacy and security engineering.
Similar to models, theoretical frameworks were also preva-
lent as a way of describing themes or structuring components.
In such cases, we maintained the authors’ nomenclature
as ‘‘framework’’ for their contributions. For instance, some
studies performed qualitative coding to describe interviews
and focus groups data through thematic categories [59] or
conceptual frameworks [60]. The authors interpreted such
contributions as thematic frameworks. Also, some authors
proposed conceptual frameworks, such as the conceptual
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FIGURE 2. PRISMA 2020 flow diagram for this Scoping Review.

FIGURE 3. Papers published per year.

privacy governance framework in [61] and the conceptual
framework on employee’s electronic performancemonitoring
in [62]. Besides, many authors also proposed guidelines as
a list of recommendations, e.g., for organisations [63] and
researchers [57].

Current contributions associated to OPCC are primarily
theoretical. In fact, there is only one Tool created in the area,
which is the Da Veiga and Martins Information Protection

FIGURE 4. Research types in the area (classification sources: [51], [52]).

Culture Assessment (IPCA) questionnaire. The proposed
instrument can be used to assess the information privacy cul-
ture, and has been validated on a global financial institution.
The authors highlighted that to further enhance the IPCA’s
content validity an ‘‘information protection culture frame-
work’’ still needs to be defined. They also mentioned that a
second validity and reliability assessment will be carried out
to finalise the IPCA questionnaire.
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FIGURE 5. Types of contributions in the area (classification source: [51]).

2) AUTHORS, COUNTRIES AND AFFILIATIONS
Figure 6 shows the distribution of studies per country.
Authors from the United States still dominate the published
research. In total, there are 83 individual authors, but most
authors (n = 68, 82%) published a single study. As shown
in Table 2, there are 15 (18%) authors that published two
or three studies and are involved in 14 studies (39%). These
authors also influence Table 3 of affiliations in which nine
academic institutions (from a total of 43) are featured in
16 (44%) studies. Our findings suggest that the academics
from the USA, Israel, South Africa, India and Taiwan are
leading the research efforts regarding OPCC. However, the
scientific community is still small, and most studies come
from individual authors and affiliations.

FIGURE 6. Publications per country.

TABLE 2. Authors with most publications.

3) PUBLICATION VENUES
Published research is sparsely distributed across 32 distinct
journal and conference venues. Only three journals appear

TABLE 3. Institutions with most publications.

with two studies each, namely: Empirical Software Engi-
neering, Journal of the Association for Information Systems,
and Management Information Systems Quarterly. Nonethe-
less, we can sort the publication venues according to their
broad research areas. Table 4 shows the six concentration
areas, i.e., (1) Computer Science & Information Systems,
(2) Management & Organisation, (3) Security & Privacy,
(4) Healthcare, (5) Law, and (6) Psychology. For example, the
journal Management Information Systems Quarterly would
fall into the concentration areas (1) and (2). Most research
is concentrated in computer science and information systems
venues, with a significant decrease in other areas, such as
management and organisational sciences.

TABLE 4. Main areas of the venues (i.e., journals and conferences).

4) INDUSTRY SECTORS
Figure 7 shows that most studies did not focus on any specific
industry sectors or research context. Examples are studies
of [11]–[13], [58] that surveyed and/or interviewed software
developers from a broad range on companies. However, some
studies were focused on specific industrial contexts, such
as the works of [64] and [10] with banks and other finan-
cial services, or the works of [72], [73], [82] in healthcare
institutions. Only two studies addressed multiple industry
sectors, i.e., the work of [75] covering healthcare, consumer,
and financial services; and, the work of [79] based on health
insurance, credit card, and banking institutions.

5) LAWS AND REGULATIONS
Figure 8 shows the most commonly mentioned privacy-
related laws and regulations. The EU GDPR appears in
almost a third of the studies, leading the rank of privacy reg-
ulations. Other well-know regulations such as the US HIPAA
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FIGURE 7. Most common industry sectors targeted by the studies.

and the US FIPPs are also mentioned by many studies. There
was a total of 30 other regulations that were mentioned by just
two or fewer studies, e.g., the EU Directive 95/46/EC (which
was replaced by the GDPR in 2018), US Children’s Online
Privacy Protection Act, and AU Privacy Act.

FIGURE 8. Laws and regulations most mentioned by the studies.
Acronyms: General Data Protection Regulation (EU GDPR); Health
Insurance Portability and Accountability Act (US HIPAA); Fair Information
Privacy Principles (US FIPPs); Fair Credit Reporting Act (US FCRA); Family
Educational Rights and Privacy Act (US FERPA); Protection of Personal
Information Act (ZA POPIA); California Consumer Privacy Act (US CCPA);
Gramm-Leach-Bliley Act (US GLBA).

B. THE CONCEPTUALISATION OF OPCC
In this section, we answer RQ1.2 concerning the conceptual-
isations of OPCC. As shown in Table 5, there are currently
two explicit definitions for the terms of Information Protec-
tion Culture [10] and Organisational Privacy Climate [11].
Most studies mention other terms, such as ‘‘privacy cli-
mate’’ or ‘‘privacy culture’’, but lack precise definitions.
The definitions proposed by Da Veiga and Martins [10] and
Hadar et al. [11] are not commonly used by other researchers.
Just the work of Arizon-Peretz et al. [12] uses the definition
Hadar’s definition for Organisational Privacy Climate. How-
ever, such conceptualisations did not happen in a vacuum.
Most of the identified studies are neighbouring the central
topic of OPCC. Given that, we propose that the studies can
be separated into two main groups:
• Adjacent Research that identifies gaps, motivates or
influences the topic of OPCC, even though this was not
the main focus of the study; and,

• Core Research that explicitly tackles the concept of
OPCC, proposing definitions, methods, and constructs
in the area.

TABLE 5. Existing definitions on OPCC.

1) ADJACENT RESEARCH
Table 6 shows a summary of five recurring topics presented
in the adjacent research. This table is not meant to summarise
the content of all studies but only to capture common themes
linked to OPCC. Notice that this table of common topics con-
tains studies classified in various research types (e.g., primary
research, philosophical papers, opinion papers). In addition,
even though some studies mention or discuss these topics,
it does not mean that sufficient research and evidence was
gathered to support them.

TABLE 6. Common topics from adjacent research.

Most authors mentioned that organisational culture and
climate strongly influence employees’ perceptions, atti-
tudes, and behaviours with regard to information pri-
vacy. For instance, organisational culture has an influence
on privacy-related activities at the organisation [70], and
employee’s perception of information privacy [68]. Some
studies also found that there are corporate climates that
inhibit discussions of privacy concerns [79], as well as
climates that can be hostile to nonfunctional requirements
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(e.g., privacy and security), making engineers ignore or do
not feel responsible for implementing privacy [58]. Con-
versely, the employee’s privacy attitudes and behaviours can
also positively influence the organisational privacy climate,
as discussed in the work of [13], on Privacy Champions in
development teams.

Another factor mentioned by many authors refers to the
role that leaders, senior employees and top management play
in supporting the OPCC. Senior management is a crucial fac-
tor to mediate the implementation of privacy-related policies
and procedures in an organisation [70]. Many authors refer
to it as leadership commitment for privacy governance [61],
organisation-wide, and top management support [40], or the
leader’s willingness to champion organisational awareness
for privacy and adoption of best practices [43].

About a third of the studies focus on employees’ pri-
vacy and its relation with the organisation’s culture. For
instance, some studies focus on Electronic PerformanceMon-
itoring (EPM) and how the organisational culture plays a role
in the employees’ acceptability, sense of fairness, perceived
invasion of privacy, and reactions to such monitoring sys-
tems [62], [78], [81]. This interplay of organisational culture
and privacywas also investigated in the context of employee’s
use of social media [60], and the organisational policies for
Bring Your Own Device (BYOD) [74], [77].

Finally, various studies have proposed creating, foste-
ring and improving a culture of privacy [13], [60], [61],
[63], [64], a culture of confidentiality [82], a Privacy-by-
Design culture [84], or embedding ethics (and privacy) in the
organisation’s culture [76]. Other studies have also suggested
the intersection of Organisational Culture and Information
Privacy as a future research area [57], [60], [77], [80]. In con-
clusion, although the adjacent studies motivate and suggest
new research fronts, they only briefly approach central topics
of OPCC without fully articulating the concepts.

2) CORE RESEARCH
Only five studies were found to be at the core of the OPCC
research in this scoping review. In Table 7, we listed the
studies and summarised themain reasons for classifying them
as core research. As follows, we briefly discuss their main
contributions and their impact on the conceptualisation of
OPCC as an emerging theory.

In the first studies, proposed by [83] and [73], the authors
share their experience and advice on how to change the organ-
isational culture and develop a culture of privacy. Gibbons’
(2003) [83] proposes a method of changing the culture of the
Clinical Pastoral Education (CPE) to adapt to new privacy
laws in Australia. In this work, the author proposes three
major phases that the institution needs to go through (i.e., pre-
liminary actions, transformations of structures and tradi-
tions, and implementing supportive structures of education).
He also offers a series of recommendations for the CPE Cen-
ters to ensure compliance with Australian National Privacy
principles, i.e., collection, use and disclosure, data quality,

TABLE 7. Core research.

data security, openness, access and correction, identifiers,
anonymity, transborder data flows, sensitive information.

Similarly, the work of [73] shares experience acquired
by the Smart Systems for Health Agency (SSHA, Ontario)
in attempting to develop a culture of privacy. As a start-
ing point, the author proposes that to build a culture of
privacy an organisation must: (1) clearly articulate privacy
as an organisational priority; (2) communicate key privacy
and security messages; (3) educate across the organisation;
(4) raise awareness of the importance of registering privacy
incidents and breaches; (5) build privacy into the fabric of the
organisation’s activities; and, (6) make privacy information
and guidance readily accessible. The author also stresses the
importance of starting from the top (i.e., board of directors),
creating a privacy awareness campaign, conducting training,
and evaluating employees and contractors understandings.

These works from [83] and [73] represent individual efforts
from institutions in changing and building a culture of pri-
vacy. However, these studies do not adequately address the
concepts of Organisational Culture and Climate.

The first definition in the area, as shown in Table 5, appears
only many years later in the work of [10]. In this paper,
DaVeiga andMartins [10] define Information Protection Cul-
ture based on their previous research on Information Security
Culture of organisations. Notice that the authors use the term
‘‘information protection’’ to refer to ‘‘information privacy’’.
Apart from a definition for Information Protection Culture,
the authors also proposed creating a Information Protection
Culture Assessment (IPCA) instrument to assess/measure the
information protection culture of organisations. This new
construct is based on an existing Information Security Culture
Assessment (ISCA) instrument [86], [87]. Although some of
the privacy attributes added to the ISCA instrument have been
found valid and reliable, this study onlymotivates the creation
of an IPCA instrument. To create a final IPCA instrument,
the authors mentioned that other privacy attributes ought to
be determined and tested for the validity and reliability of the
constructs. We consider that the proposed term Information
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Protection Culture is equivalent to Organisational Privacy
Culture, i.e., a hybrid of organisational culture and informa-
tion privacy concepts.

The second definition, now for Organisational Privacy Cli-
mate (see Table 5) comes from the work of Hadar et al.. This
study gives insights into the software architects’ mindsets
through a series of in-depth interviews about information
privacy, privacy engineering, organisational and technical pri-
vacy strategies. Based on a grounded theory methodology,
authors defined Organisational Privacy Climate was one of
the main categories in their theoretical model. Therefore,
Organisational Privacy Climate is considered a central force,
referring to the influence of the environment on developers’
cognitive factors and behaviour related to privacy. The study
also articulates about positive and negative privacy climates
in the organisation (e.g., (+) having clear guidelines, (-) low
sense of responsibility). The authors also point to a mis-
alignment between the organisations’ privacy policies and the
actual privacy climate among employees. For instance, there
is little to no concern for privacy when designing and devel-
oping systems despite normative privacy policies, or there are
mismatches between the norms and employees’ moral values.

Based on Hadar’s study [11], the work of
Arizon-Peretz et al. [12] proposes using organisational cli-
mate theory for attaining a better understanding of develop-
ers’ privacy perceptions and behaviours and the underlying
forces. Another research aim is to discover the constructs
that compose organisational privacy and security climates.
A similar process of in-depth interviews and grounded theory
was used in this study. Their findings reveal that software
developers receive inconsistent and confusing cues conveyed
by management and other parties in their work environment.
Privacy is seen as a low priority, leading to perceptions and
behaviours that would not comply with existing regulations.
As a result, this study provides part of the groundwork
for developing climate measures to quantify organisational
privacy and security climates.

It is worth mentioning that the work of Da Veiga
and Martins [10] and the ones of Hadar et al. and
Arizon-Peretz et al. [12] seem to emerge in isolation. The
studies nonetheless propose new definitions for Information
Protection Culture and Organisational Privacy Climate, com-
plementing each other. However, it is worth emphasising that
organisational culture and organisational climate are different
concepts and should not be used interchangeably.

All in all, core publications approach the topic and provide
contributions in rather distinct ways. Whilst Gibbons [83]
and Power [73] are the first identified proponents for cre-
ating an organisational privacy culture, their work is based
on their personal experiences. On the other hand, the
works of Da Veiga and Martins [10], Hadar et al. [11] and
Arizon-Peretz et al. are supported by evidence-based quanti-
tative and qualitative research.

Core publications also share some common ingredients
that guide research on OPCC. First, they start from a series
of privacy principles that have been embedded in guidelines

and regulations and that organisations should embrace. Some
clear examples are:
• The ten Australian national privacy principles men-
tioned in [83], i.e., data collection, use and disclosure,
data quality, data security, openness, access and cor-
rection, identifiers, anonymity, trans-border data flows,
sensitive information;

• The Organisation for Economic Co-operation and
Development (OECD) guidelines mentioned in [10],
i.e., collection limitation, data quality, purpose speci-
fication, use limitation, security safeguards, openness,
individual participation, accountability; and,

• The Fair Information Practice Principles (FIPPs) men-
tioned in [11], [12], i.e., notice, consent, data minimisa-
tion, purpose specification, confidentiality, data security,
access, rectification.

Second, core publications also rely on established theories
in organisational culture and climate. The work of Da Veiga
and Martins [10] adopts the definitions of organisational cul-
ture proposed by Schein [88] as ‘‘a pattern of basic assump-
tions – invented, discovered, or developed by a given group
as it learns to cope with its problems of external adaptation
and internal integration – that has worked well enough to be
considered valid and, therefore, to be taught to new members
as the correct way to perceive, think, and feel in relation to
those problems’’. The works of Hadar et al. [11] and Arizon-
Peretz et al. [12] are based on the aforementioned definition
of organisational climate proposed by Schneider et al. [23]
(i.e., see Section II-C). Nonetheless, the works of [11]
and [12] also borrow from other organisational climate theo-
rists, specially on safety climate, such as in [89]–[92].

A significant distinction among core publications pertains
to acknowledging privacy-by-design and privacy engineer-
ing, such as the privacy- and security-by-design definitions
from [93], and engineering ideas of privacy-by-architecture
and privacy-by-policy from [94]. These system engineering
approaches for dealing with privacy concerns appear only in
the works of Hadar et al. [11] and Arizon-Peretz et al. [12].
This is likely due to the studies’ focus on software engineers’
perceptions and behaviours on privacy in the industry. Such
qualitative research on privacy could be considered for other
departments in organisations, e.g., to understand howmarket-
ing, finances, or human resources deals with privacy concerns
and the influence of organisational culture and climate.

C. THE STATE OF EXISTING PRIMARY RESEARCH
In this section, we answer RQ 1.3, focusing on the exist-
ing primary research that has been published on the topic.
Primary research accounted for half of the studies, as pre-
viously shown in Figure 4. These 18 studies were further
classified using the sub-categories of primary research pro-
posed by Creswell and Creswell [52]. Two authors also criti-
cally appraised all studies using the checklists for qualitative
studies and cross-sectional studies (surveys) from the Center
for Evidence-Based Management (CEBMa). Results are pre-
sented on Tables 8 and 9 summarising the main aspects of the
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quality of the studies’ methodological process and credibility
of the evidence.

1) TYPES OF PRIMARY RESEARCH
As shown in Figure 9, nine studies used quantitative surveys
for collecting data from employees in multiple organisations.
For instance, the work of Alge et al. [56] that presents two
survey studies to support their proposed predictive model in
which information privacy predicts psychological empow-
erment, which in turn predicts discretionary behaviours
on the job, including creative performance and organisa-
tional citizenship behaviour. Another example is the work
of Chang et al. [67] that evaluates the privacy boundaries
and explores employees’ reactions in employee monitoring
based on their proposed research model. The other nine
studies used various qualitative research approaches, collect-
ing data through interviews and open-ended questionnaires.
An example is the work of Smith [79] with findings based on
105 semi-structured interviews with executives and managers
in seven organisations that handled sensitive personal data.
The only exception is the study of Spiekermann et al. [58]
that uses (primarily) a quantitative survey methodology but
also provides a broader qualitative background based on six
interviews. This study was classified as Survey (quantitative)
and Other (qualitative), but it was appraised only for its
quantitative survey because the qualitative data analysis was
not explained in the paper.

FIGURE 9. Sub-types of primary research (classification source: [52]).

2) CRITICAL APPRAISAL OF QUALITATIVE STUDIES
As shown in Table 8, the critical appraisal of the qualitative
studies reveals that most of them have clearly established
research questions and used appropriate research methodolo-
gies. All the studies have also clearly explained the context of
the research and the data collection processes. Some typical
issues prevalent in most studies refer to the reliability of the
qualitative coding process and the generation of categories
or themes based on the collected data. Only a few studies

discuss reliability measures (e.g., inter-coder reliability)
in the qualitative coding process during the data analy-
sis [12], [13], [59], [69]. Thus, most studies lack suffi-
cient methodological appropriateness to ensure reliable and
reproducible findings. Also, these studies usually investigate
the employee’s perceptions, making the interview transcripts
confidential, preventing other researchers from inspecting
them. Overall, the qualitative studies still offer credible
results and justified conclusions. These results and conclu-
sions cannot be generalised to other organisational contexts,
but this is often the case for most qualitative research.

Qualitative studies offer deeper insights into individuals’
perceptions, attitudes and behaviours concerning information
privacy within real organisational contexts. These studies,
in turn, support the research community to formulate better
theories and hypotheses that can be investigated through
quantitative research. Currently, most identified studies have
addressed the topic of OPCC adjacently, and only two stud-
ies investigated it more explicitly. Due to the small number
of studies, it is reasonable to expect that more qualitative
research is still needed on the topic to corroborate findings
and make new inquiries on the field. For instance, both the
core qualitative studies of [11] and [12] come from inter-
related research groups in Israeli universities. Each study is
based on semi-structured interviews of 27 participants each,
and the participants’ cultural backgrounds are not explicitly
described. The studies also focused on software engineers,
but further studies could also investigate the privacy perspec-
tives of employees in other departments in the organisations.
Besides, other types of qualitative research strategies are
advisable, such as ethnography, relying on collecting organ-
isational documentation, internal policies, and field observa-
tions, so that researchers are not based only on interviews and
individual perceptions.

3) CRITICAL APPRAISAL OF QUANTITATIVE STUDIES
Based on the critical appraisal in Table 9, we consider that the
methodological appropriateness of the quantitative studies
still lacks sufficient rigour. On a positive note, all studies
have clearly stated research questions and used appropriate
methodologies for carrying out the studies. The selection of
participants was also clearly described in all studies. Most
studies present valid and reliable models with statistical sig-
nificance assessed. However, the vast majority of the studies
still rely on convenience sampling without estimating appro-
priate sample sizes, which also affects the statistical power.
Most studies also do not present confidence intervals in their
data analysis and do not account for (or not even mention)
possible confounding factors. The results of the existing
quantitative studies are still not generalisable, deterring their
application in other organisational contexts. Nonetheless, the
work of Da Veiga andMartins [10] clearly stands out in terms
of methodological rigour, setting a high bar for future studies.
However, similar to the qualitative studies, their study was
conducted within a global financial institution, so that further
studies in other industry sectors are needed.
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TABLE 8. Qualitative research – critical appraisal using the checklist for qualitative studies from the CEBMa [54] (Answer: Yes, No, Can’t tell).

TABLE 9. Quantitative research – critical appraisal using the checklist for cross-sectional studies (surveys) from the CEBMa [55] (Answer: Yes, No, Can’t
tell).

The current evidence on OPCC remains incipient. Con-
sidering the six levels of appropriateness from the Center
for Evidence-Based Management [95] (see Table 10), the
nature of the evidence that comes from cross-sectional stud-
ies (surveys) is often limited, ranked at a D level. Nonetheless,
existing quantitative studies are pointing to new directions
on OPCC. More cross-sectional studies are still needed in
the area, perhaps leading to more robust controlled studies
in the future. Also, due to the small number of studies,
comprehensive systematic reviews with meta-analysis are not
possible. In summary, to gather solid evidence on the topic,
there is still a need for more studies in general as well as more
sophisticated levels of research design.

V. DISCUSSION
This ScR shows that there is a significant number of studies
composing the literature on the topic of OPCC. The research
area has grown significantly since 2015, with researchers in
the USA leading with respect to publication numbers. Studies
are mostly not specific in terms of context or industry sectors,
but the most commonly mentioned privacy regulations have
been the EU GDPR, US HIPAA and US FIPPs. Based on this
ScR, we can interpret that the topic of OPCC has still a small

TABLE 10. CEBMa’s six levels of appropriateness [95].

core of published research, yet a significant number of adja-
cent research supports it. However, the topic lacks established
definitions, and its conceptual boundaries are not demarcated.
Overall, a lack of theoretical and primary research correlates
to the lack of valid and reliable instruments for assessing
and measuring privacy factors in organisational contexts.
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Nevertheless, such findings inform various fruitful pathways
for future interdisciplinary research.

Based on our main findings, we composed a graphical
summary on the topic of OPCC as shown in Figure 10. First,
at the top, potential research gaps are identified, suggesting
some pathways for futurework. Second, core research studies
are highlighted, evidencing the limited number of primary
research, practical constructs, and instruments. Third, the
adjacent research is acknowledged, providing insights on
recurring themes that support and motivate the topic. Lastly,
main supporting areas are emphasised, underlining the inher-
ent multifaceted nature of the research topic.

In the following subsections, we begin by discussing the
research gaps identified by the research team based on the
ScR findings, in Section V-A. Next, we discuss the study’s
implications and propose potential venues for future work
towards building an evidence-based OPCC research area,
in Section V-B.

A. RESEARCH GAPS
As shown in Figure 10, we argue that the topic still lacks sig-
nificant research on two fronts: (1) theory building, meaning
that the theory of OPCC has to be further substantiated, given
the lack of fully articulated constructs, limited definitions,
and supporting primary research; and, (2) instruments eval-
uation, implying that once evidence-based theories are built,
novel instruments can be proposed and evaluated for measur-
ing/assessing different aspects of OPCC. These research gaps
are decomposed and further elaborated as follows.

1) OPCC AS AN EMERGING THEORY
As shown in Section IV-A1, the topic is in its embryonic
stage in terms of theory, with only 36 studies identified by
the authors, of which 24 (66.7%) were published after the
year 2015. In addition, most of the studies were considered
as adjacent research that motivates the topic but is not aimed
at the developing its core ideas and components. Currently,
only five of the identified studies were categorised as core
research that explicitly focus on investigating and conceptu-
alising organisational privacy culture and/or climate.

However, the core research publications still lack fully
articulated definitions. That is, currently we have two inde-
pendently formulated definitions, one for ‘‘information pro-
tection culture’’ [10] and another for ‘‘organisational privacy
climate’’ [11]. These definitions could be jointly articulated
in order to differentiate aspects of a privacy culture and
privacy climate more clearly. Besides, we also believe that
this topic can be significantly influenced by the existing
research on Information Security Culture, as already sug-
gested by [10]. Nevertheless, the fundamental differences
between security and privacy have to be carefully considered
when articulating constructs.

2) UNCLEAR LINKS WITH ESTABLISHED THEORIES
There are also still open questions concerning how informa-
tion privacy in organisations relates to established theories

in national and organisational cultures, such as the ones
introduced in Section II-C. Earlier research has analysed and
discussed the impact of Hofstede’s cultural dimensions on
the privacy attitudes of individuals in different national cul-
tures. For instance, the work of [96] revealed that individuals
from countries ranking high in Hofstede’s uncertainty avoid-
ance dimension specifically emphasise the need to avoid
privacy-related risks associated with online disclosures. The
work of [97] also shows that uncertainty avoidance correlated
with a stronger interest in transparency and control over
personal data. Although these studies do not address organi-
sational culture and climate per se, we perceive that national
cultures will significantly influence the OPCC. Nonetheless,
this link between the dimensions of national cultures and
information privacy still needs further investigation.

There are also established theories on organisational cul-
ture that could be leveraged on the OPCC topic. For exam-
ple, Schein [30] three levels of culture, i.e., (1) artefacts,
(2) espoused beliefs and values, and (3) basic underlying
assumptions. Also, Hofstede [98] six dimensions of organisa-
tional cultures, i.e., (1) process-oriented vs. results-oriented,
(2) employee-oriented vs. job-oriented, (3) parochial vs. pro-
fessional, (4) open system vs. closed system, (5) loose vs.
tight control, and (6) normative vs. pragmatic. Currently,
the work of Da Veiga and Martins [10] only bases their
definition of ‘‘information protection culture’’ on Schein’s
definition of culture [88]. The work of Hadar et al. [11] also
bases their definition of ‘‘organisational privacy climate’’ on
Schneider’s et al. definition of organisational climate [23].
However, it is still not clear how these new constructs in the
topic relate in regards to the three levels of culture [23] or six
dimensions of organisational culture [98].

3) OVERALL LACK OF PRIMARY RESEARCH
Another gap refers to the overall lack of primary research
on the topic’s core ideas. Only two qualitative stud-
ies [11], [12] and one quantitative study [10] were iden-
tified. Although these studies provide significant original
contributions to the topic, important limitations should be
considered. The interview studies from Hadar et al. [11] and
Arizon-Peretz et al. [12] are limited to software engineers’
self-reported perceptions and privacy practices. Even though
the software engineers may have a direct impact on how
information systems are designed and deployed, many other
departments also deal with privacy concerns on a daily basis
(e.g., HR and marketing). Also, leaders and top managers
may not be directly connected to the software engineering
teams, but still strongly influence how things are done in the
organisation. Apart from that, we found only one quantitative
study conducted by Da Veiga and Martins [10] that is also
limited to participants in a global financial institution.

Moreover, in terms of the research populations, the two
qualitative studies of [11] and [12] are not clear about the
participants’ demography – most likely from Israel, North
America and Europe. Thus, it is also worth stressing concerns
on misrepresentations due to an over-reliance on Western
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FIGURE 10. Graphical summary of the area of Organisational Privacy Culture and Climate (OPCC) based on the ScR studies.

Educated Industrialized Rich Democratic (WEIRD) popula-
tions. In terms of primary research, we believe that existing
studies still need to be replicated and also adapted to investi-
gate different industry contexts, professional roles, countries
and nationalities.

4) LACK OF INSTRUMENTS
Another research gap refers to the lack of instruments for
measuring OPCC, corresponding to the overall lack of pri-
mary research in the area. We identified only one study that
proposes a novel instrument for assessing privacy culture, the
Information Protection Culture Assessment (IPCA) question-
naire, proposed in [10]. However, this instrument has not been
fully developed and evaluated, as mentioned in IV-B2. Apart
from completing this instrument, further research is needed
to ensure its validity and reliability.

B. IMPLICATIONS AND TOWARDS AN EVIDENCE-BASED
OPCC
Looking back at the overarching research question, What
is ‘‘this thing’’ called Organisational Privacy Culture and
Climate? It is fair to say that this question cannot be answered
yet with enough depth, precision and sophistication based
on the available evidence. OPCC is an emerging topic that
comes from the need of organisations to keep pace with a
set of privacy values of today’s societies, as enshrined in
various privacy laws and regulations throughout the world.
This pressure for compliance, as well as the raised aware-
ness among practitioners, impacts the practices, values and
underlying assumptions of organisations. However, in order

to assess, measure and incorporate privacy in organisations
reliably, the topic has to evolve into more rigorously built
theories, methods, techniques and methodologies.

This theorisation gap, as evidenced in this ScR, has, in turn,
multiple implications for varying organisations (e.g., com-
panies, government agencies, non-profits). However, this is
most critical for the organisations in which the data collec-
tion and processing are likely to result in a high risk to the
rights and freedoms of natural persons (Article 35(1)) [1].
We believe that such organisations have a lot to learn by
adequately conducting Data Protection Impact Assessments
(DPIAs)(Article 35) [1], also known as Privacy Impact
Assessments (PIAs) [99]. PIAs generate cross-departmental
interactions within the organisation and proactive engage-
ment of external stakeholders (e.g., customers, 3rd-party
service providers). Furthermore, incorporating PIAs as an
organisational process shows employees that privacy is
valued in the organisation and demonstrates compliance
with supervisory authorities. For such reasons, we per-
ceive PIAs as a substantial component of creating a privacy
culture.

Several companies today fall into the category of ‘‘high
risk’’ for data processing, especially the ones dealing with
highly innovative technologies, of which privacy impacts
are still not fully understood. Examples are companies that
perform systematic and extensive evaluations of personal
aspects, such as online social networks that enable com-
prehensive user profiling and capturing links between peo-
ple [100]. External attackers can also employ automated
social network analysis to gather user interactions from
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various open groups to create social interaction graphs,
i.e., public information harvesting attacks [101].

Companies involved in large-scale processing of sensi-
tive data (e.g., health, biometric, genetic religious, political,
or financial data) are also likely to result in high privacy risks.
For instance, companies that rely on advanced technology in
machine learning, artificial intelligence, and deep learning.
Many companies are pushing the legal and ethical bound-
aries in order to collect more data, create better models, and
make better predictions, and then share this information with
government agencies and private actors [102], which in itself
can be a privacy violation of information disclosure. Com-
panies also have to account for privacy attacks against such
models trained on sensitive information, such as membership
inference attacks [103]. Another example is companies that
perform systematic monitoring of publicly accessible areas,
which are the cases of autonomous vehicles [104], smart
cities and IoT-enabled solutions [105], that may directly or
indirectly monitor individuals, their location, and behavioural
patterns.

Strengthening aspects of OPCC in organisations working
with cutting-edge technologywould be particularly important
for the responsible development of new software solutions.
In such cases, starting with PIAs would be highly recom-
mended, if not mandatory depending on the organisation’s
jurisdiction. However, when it comes to assessing and mea-
suring OPCC in the companies, practitioners (e.g., leaders,
managers, and privacy officers) should still approach the topic
carefully, given the current lack of scientific evidence.

Apart from the implications to organisations, this ScR also
suggests different pathways for future research in academia.
One aspect that has been under-investigated is the influ-
ence of national cultures on organisations and the effects
on how privacy is handled. For instance, large IT compa-
nies are often composed of multi-cultural and diverse teams
sometimes deployed worldwide. Privacy perceptions, atti-
tudes, and behaviours in such companies might differ signif-
icantly from culturally homogeneous organisations. Besides
the underlying national cultures, the company’s size and sec-
tor may also play a role in how privacy is handled inside the
organisation. For example, large enterprises are more likely
to have more sophisticated processes in place to deal with pri-
vacy concerns (e.g., dedicated teams and departments), while
smaller companies may lack such resources. Some sectors are
also more sensitive and heavily regulated, e.g., healthcare and
financial services, so companies may already have a long tra-
dition of addressing privacy in their activities. More research
is needed not only to link the topic to established theories in
national and organisational cultures but also to acknowledge
the diversity of companies that deal with privacy in their
working systems.

In addition, many studies also pointed to the role of leaders
in creating and supporting a culture of privacy. As advocated
by Barrett [106], organisational transformation begins with
the transformation of the leaders. In fact, organisations do
not ‘‘transform’’, but actually, the people in the organisation

do. The values and behaviours of the leaders set the tone and
the culture for the whole organisation [106], and this likely
applies to the leaders’ privacy values as well. More research
on the role of leadership in OPCC is still warranted, as well
as studies on best privacy strategies and practices to support
leaders and topmanagement (e.g., using a privacy governance
framework [61], [64]).

Finally, in terms of practical instruments, the IPCA ques-
tionnaire proposed by [10] suggests a straightforward avenue
for future research on assessing organisational privacy cul-
ture. Instruments such as the IPCA need to be further
developed, encompassing all privacy principles derived from
legal frameworks (e.g., GDPR) and validated across multiple
industry sectors in different countries. Nonetheless, quanti-
tative research based on cross-sectional studies and surveys,
which is the case for the IPCA questionnaire, still has limited
‘‘strength of evidence’’ in terms of scientific appropriateness
(see Table 10). However, if the IPCA is further developed and
the study is replicated, it would be possible to gather more
robust evidence or perform a systematic meta-analysis of
multiple studies. Alternatively, more research is also expected
on different approaches of research design (e.g., controlled
studies) for measuring OPCC.

Interdisciplinary cooperation of different scientific areas,
such as computer science, psychology, management and law,
will be needed for closing this theorisation gap on the topic of
OPCC. Furthermore, OPCC inherently requires close inter-
action between practitioners in various organisations and
academic research communities. We perceive such aspects
of interdisciplinary and industry-led research as significantly
promising, making the emerging research area of OPCC
a fruitful target for collaborative research in the following
years.

VI. THREATS TO VALIDITY
A. THREAT I – LIMITATIONS OF THE SCR PLAN
The first threat relates to the planning of the ScR in terms
of identifying the need and justification for this study. Con-
sidering the existing surveys and systematic reviews (as in
Table 1), during the planning phase, we were careful to set the
scope of the ScR that does not overlap the existing research
contributions. To avoid the risk of an overlapping scope,
we executed an initial search to ensure that there were no
other secondary studies on a similar topic. The results of
the search string (Section III-A1) did not return any rele-
vant secondary study on OPCC. Another important aspect
of planning an ScR is to outline the research questions that
provide the basis for an objective investigation of the studies
that are being reviewed. If the RQs are not explicitly stated
or omit the key topics, the scoping review results can be
flawed, overlooking the key information. To avoid this threat,
we outlined a number of RQs and objectives for each of
the RQ (Section III-A2) that aim to find answers about the
frequency, types of research, existing conceptualisations, the
strength of primary research, and research gaps. In summary,
we attempted our best to minimise any bias or limitations
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TABLE 11. Complete list of papers included in the scoping review.

during the planning phase when defining the scope and objec-
tives of this ScR. As a last step in the planning phase, the
study protocol was finalised and cross-checked by the team
to minimise the limitations of the ScR plan before proceeding
to the subsequent phases.

B. THREAT II – CREDIBILITY OF THE LITERATURE SEARCH
PROCESS
Another threat relates to the identification and selection of
the studies that are reviewed in the ScR. Selecting studies is
a critical step as if any relevant papers are missed, the results
of the ScR may be flawed. Therefore, we followed a two-step
process (Section III-B3), referred to as (i) literature screening
and (ii) complete reading of papers. This selection process
was carried out by two reviewers independently. We also
performed forward and backward snowballing, looking for
references to other potentially relevant studies. Also, this
ScR restricts the selection of publications to four scientific
databases, i.e., Scopus, Web of Science, IEEE Xplore, and
ACM Digital Library, and the OpenGrey database for grey

literature. Only these databases were used due to their high
relevancy to computer science, psychology, andmanagement,
as well as to maintain a feasible search space. We also noted
that the term ‘‘data protection’’ could have been used in
our search string as a similar term to ‘‘privacy’’. This was
observed in internal reviews at a stage of the writing of the
manuscript. Even though data protection is a narrower term
than privacy, we still performed another search using this
term, but we did not identify any other studies that were not
already included. We therefore decided for not modifying
the research protocol at this stage since adding an extra
term would not contribute to the research results. Nonethe-
less, systematic reviews are inherently extendable, and other
researchers are encouraged to consider additional databases,
terms and search strategies, provided that they have enough
resources to do so. Based on our step-wise search process,
we are confident that we minimised limitations related to
(i) excluding or overlooking relevant studies or (ii) includ-
ing irrelevant studies that could impact the results and their
reporting in the ScR.
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C. THREAT III – POTENTIAL BIAS IN SCR REPORTING
The last threat relates to the potential bias in synthesising
the data from the review and documenting the results. This
means that if there are some limitations in the data synthesis,
they directly impact the results of this ScR. Typical examples
of such limitations could be a flawed research taxonomy,
incorrect identification of research themes (e.g., adjacent
and core research) and a mismatch of potential research
gaps. To minimise the bias in synthesising and reporting
the results, we have created the data extraction form that
uses well-known classification schemes, such as the ones
proposed by [51] and [52]. Two researchers were involved
in synthesising the results, and an independent researcher
cross-checked the extracted data and synthesis to ensure
consistency. Apart from that, this ScR also offers a com-
plete replication package [50] that conveniently enables other
researchers to reproduce or extend this review (described in
Section III-A3).

VII. CONCLUSION
Organisational privacy culture and climate (OPCC) is an
emerging topic that combines various disciplines such as
computer science, information systems, organisational sci-
ences, management, healthcare, law, and psychology. The
topic is motivated by the intrinsic need of organisations to
adapt and implement privacy practices, which requires the
engagement of leaders and employees dealing with work-
ing systems that process personal data. However, the under-
standing of OPCC as a research topic is still incipient, with
existing contributions scattered across different fields. In this
scoping review, we contribute to synthesising the existing
research on OPCC, composing an overall picture of the
topic.

As the main conclusion, we argue that the theory on the
topic of OPCC still needs to be substantiated to support
further development of new and existing instruments. Instru-
ments also need to be rigorously evaluated so that there is
strong evidence of their validity and reliability for applying
them in practice. Notwithstanding, since the topic is in its
embryonic stage, multiple research fronts are possible, which
will require interdisciplinary efforts and close cooperation
with the industry.

We expect to see future work in the area of OPCC in terms
of theory building, i.e., identifying key elements and factors
and defining workable constructs. Qualitative and quanti-
tative primary research can be pursued (e.g., field studies,
interviews, focus groups, surveys) in order to further define
OPCC and articulate it in terms of a theoretical framework.
Subsequently, based on the OPCC theory, new instruments
can be proposed for measuring and assessing aspects of
OPCC in specific organisations. The links between OPCC
and other related theories can also be further investigated,
such as the influence of the privacy cultures of the broader
human societies in which organisations operate. On all fronts,
practitioners will play an essential role as facilitators of such
future studies by cooperating with researchers and sharing

experiences. Ultimately, this increased understanding will
support the industry with evidence-based practices for mea-
suring and assessing OPCC. It can also establish strategies for
cultivating privacy cultures shared by everyone in the organi-
sation, helping to develop a privacy-conscious workforce and
to promote desired privacy behaviours.

APPENDIX A
LIST OF PAPERS IN THE REVIEW
Table 11 provides a summary of all the studies included in the
ScR.
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